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Auditview®

Used by hundreds of financial institutions
worldwide, Auditview is a powerful audit analysis
and reporting application for HP NonStop systems.
Auditview is designed to efficiently analyze, extract,
and integrate important audit information captured
by Safeguard, CSP PassPort®, and other CSP
products.

Auditview is available stand-alone or as a sub-
component of Protect®.
Key Features:
e Powerful reporting tool for Safeguard Audit
e Standard reports for quick results
e Easily customized
e Special reports for statistics, export, detail,
summary, etc.
e Extracts and condenses Audit information
using an “accumulate” function
e Presents only key information as required
e Integrates Safeguard and CSP PassPort audit

data in single report

Interface and Reporting Options

Auditview can be run in three modes:

1. Interactively from a TACL prompt.

2. In a batch configuration from a TACL
prompt or via the Protect® built-in
scheduler or other scheduler.

3. Viathe Auditview GUI interface in Protect®

(see overleaf).

Auditview

Complete audit solution for NonStop Systems

Powerful Predefined Reports

Auditview supports many different levels of
reporting, from general logon and activity reports to
more specific statistical and configuration reports.

Auditview comes with a complete set of initial
report scripts that can be easily customized or
extended to meet any audit reporting need.

Customized Reporting

Reports can be easily created in the GUI both from
scratch or based on an existing report. Additional
filters can be applied at run time, such as specific
user names, terminal names, etc so that only audit
events pertaining to these criteria (“When has
DEVT.MANAGER logged on”) are included.

Key Benefits:

e Completely customized reports to satisfy
any Audit requirement

e Provides complete composite view of
system audit information

e Condenses Safeguard audit trails to reduce
online storage requirements

e Automates regularly scheduled report
execution

e Single source for all NonStop Audit
information

e CSP technical support available to help
create custom reports

e Fully integrated with Protect®.

[continued overleaf]
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Auditview Management Interface

Auditview

Complete audit solution for NonStop Systems

In addition to its CLI and powerful scripting language, Auditview reports can be selected, edited and managed

from the Protect GUI (when licensed appropriately):

Use the built-in CSP
Spoolview to view

Use the built-in CSP
Scheduler to set up
recurring reports.

and export reports.
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Also available in the GUI — depending on licensing options - are CSP’s other Safeguard management and
reporting products, including TSA, Alert-Plus and OSS Explorer.

Hewlett Packard
Enterprise

Silver
Partner

Technology Partner

Contact Computer Security Products for more information

Tel: 1-800-565-0415 or 1-905-568-8900
Email us at: Sales-csp@cspsecurity.com
Visit us at: www.cspsecurity.com




